
Cookie Policy
Our website uses cookies to distinguish you from other users of our website.
A cookie is a small file of letters and numbers that we put on your computer if
you agree. Cookies contain information that is transferred to your computer's
hard drive.

The cookies we use are ‘analytical’ cookies. They allow us to recognise and
count the number of visitors and to see how visitors move around the site
when they are using it. This helps us to improve the way our website works,
for example by ensuring that users are finding what they are looking for easily.

You can find more information about the individual cookies we use and the
purposes for which we use them in the table below:

Cookie Name Expiration
Time

Description

CookieControl 3 months Cookie Control cookies. This cookie
is set in order to remember the
user's preferences in regards to
cookies.

_dk_gtm_UA-60467721-1 2 weeks Used by Google Analytics to store
the number of service requests.



1P_JAR 1 month Google cookie. These cookies are
used to collect website statistics and
track conversion rates.

CONSENT 27 years Used by Google Ads Optimisation to
store cookie consent preferences

NID 6 months The purpose of this cookie is to
store information about your
preferences.

OGPC 1 month This cookie enables the functionality
of Google Maps.

Player 1 month Used by Vimeo to enable the video
to play.

Vuid 2 days Used by Vimeo to store the usage
history.

_ga 2 years Used to distinguish users.



_gat 10 minutes Used to throttle request rate.

_gid 1 day This cookie is installed by Google
Analytics. Data collected includes
the number of visitors, the source
where they have come from, and
the pages visited in an anonymous
form.

ARRAffinity Session This cookie is set by websites that
run on Windows Azure cloud
platform. The cookie is used to
affinitize a client to an instance of an
Azure Web App.

ARRAffinitySameSite Session See above

.browser-update.org 7 days No description

__cfduid 1 month The cookie is used by CDN services
like CloudFare to identify individual
clients behind a shared IP address
and apply security settings on a
per-client basis. It does not
correspond to any user ID in the
web application and does not store
any personally identifiable
information.



UMB_UCONTEXT_C Session Used by Umbraco CMS and does
not store any personally identifiable
information.

UMB-XSFR-TOKEN Session Used by Umbraco CMS and does
not store any personally identifiable
information.

UMB-XSRF-V Session Used by Umbraco CMS and does
not store any personally identifiable
information.

UMB_UCONTEXT Session Used by Umbraco CMS and does
not store any personally identifiable
information.

ASP.NET_SessionId Session ASP.NET user session cookie. Does
not store any personally identifiable
information.

__RequestVerificationToken Session ASP.NET Anti Forgery token
prevents CSFR attack. Does not
store any personally identifiable
information.

These cookies do not record any personally identifiable information (PII). You
can block cookies by activating the setting on your browser that allows you to



refuse the setting of all or some cookies. However, if you use your browser
settings to block all cookies (including essential cookies) you may not be able
to access all or parts of our site.


